
 

 

 

 
 
 
This section only applies to you if you reside in mainland China.  
 
BPI AIA is the controller of your personal data and you may reach us via bpiaia.dpo@aia.com. By consenting to this 
Personal Information Collection Statement including this Privacy Addendum, your personal data will be collected, 
accessed, processed, used, stored, and/or transferred outside of, mainland China. If you do not consent to this 
Statement, we may not be able to provide you with the product(s) you are purchasing from us and offer you with the 
services associated with the product(s). 
 
Under the applicable data protection laws in mainland China, we will process your personal data based on your consent, 
unless your personal data are: 

• necessary to conclude or perform a contract in which you are a party; 
• necessary for us to comply with legal obligations; 
• necessary to respond to public health emergencies; 
• necessary to protect individuals’ life, health, and property safety;  
• reasonably processed in news reporting and public opinion oversight for public interests; and 
• publicly available, because of your voluntary disclosure or a legal requirement, and reasonably processed.  

 
Certain personal data that we collect about you is sensitive personal data as defined in the applicable data protection 
laws in mainland China (“Sensitive Personal Data”).  Sensitive personal information refers to personal data that, once 
leaked or illegally used, will easily lead to infringement of the human dignity or harm to the personal or property safety 
of a natural person, including biometric recognition, religious belief, specific identity, medical and health, financial 
account, personal location tracking and other information of a natural person, as well as any personal information of a 
minor under the age of 14. We collect the sensitive personal data only for specific purposes, such as: 

 
• Personal/sensitive PII [personal data type] in order to underwrite your policy[purpose];  
• Personal/sensitive PII [personal data type] in order to process policy related requests, including Claims 

[purpose]; 
• Personal/sensitive PII for any policy or investments related processing, servicing 

 
We will retain your personal data for (a) from execution until 7 years after the termination of your policy for hard 
documents in paper form (b) from execution until 10 years after the termination of your policy for documents in 
electronic form; but in no case shorter than may be required by appropriate orders and regulations. 
 
We provide your personal data with the Company’s affiliations (including but not limited to any accredited/affiliated third 
parties in the Asia Pacific Region), its Brokers, Agents, and their employees and staff and to accredited/affiliated third 
parties  or independent non-affiliated third parties, whether local or foreign. If you would like to know more about the 
recipients, please contact us at bpiaia.dpo@aia.com. 
 
Because we provide our products or services through resources and servers worldwide, your personal data may be 
provided to, or accessed from, affiliates, partners or third-party service providers in jurisdictions outside mainland China. 
You may contact BPI AIA or the recipients to exercise your rights. 
 
We may use your personal data to make a comprehensive analysis in order to provide you with recommended products 
or services that may be of interest to you. If you do not want us to provide you with such recommendations, you may 
opt out by checking the appropriate box below: [*], which does not affect your ability to use our other products or services.] 
 

Yes, you may use my personal data to make a comprehensive analysis and provide recommended products or 
services 
No, you may not use my personal data to make a comprehensive analysis and provide recommended products 
or services 
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In addition to the access rights set forth above, you have the right to obtain a copy of your personal data held by an BPI 
AIA and the right to request us to delete such personal data under any of the following circumstances: 

 
• where the purposes of processing your personal data have been achieved or have failed to be achieved, or 

the personal data is no longer necessary for achieving the purposes; 
• where we have ceased to provide the products or services, or the retention period has expired; 
• where you have withdrawn your consent; and 

 
where we have violated the applicable data protection laws and regulations. ] To the extent inconsistent with the 
provisions of this Addendum, including but not limited to definitions (e.g., sensitive personal information), China’s 
Cybersecurity Law, Personal Information Protection Law, Data Security Law, their implementing measures and other 
Chinese laws and regulations in relation to cybersecurity and data protection will prevail. 
 
 
 
 
___________________________________       ________________________ 
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